Guidelines on Know Your Customer (KYC) & Anti-Money
Laundering (AML) Measures

1. Objective

The KYC Policy has been framed to develop a strong mechanism for achieving the following
objectives:

e KYC procedures would enable HUDCO to know and understand its customers and their
financial dealings, which in turn will help it to manage the associated risks prudently.

¢ To enable HUDCO to comply with all the legal and regulatory obligations in respect of
KYC norms/AML standards and to cooperate with various government bodies dealing
with related issues.

e To prevent HUDCO from being used, intentionally or unintentionally, by criminal elements
for Money Laundering or Terrorist Financing activities.

¢ HUDCO has framed the policy on KYC & AML measures which was approved by
HUDCO Board on 22" December 2010. The guidelines were revised on 26" July 2016.
The guidelines are further updated in line with RBI Master Direction-Know Your Customer
(KYC) Direction, 2016 dated February 25, 2016 last updated on May 10, 2021.

2. Money Laundering

Money laundering means introduction of tainted money into the mainstream to alleviate its
tainted character and giving it acceptability as normal money in the financial system. The
Prevention of Money Laundering Act 2002 and the notified rules impose certain obligation on
banking companies, financial institutions and intermediaries to verify the identity of clients,
maintain records and furnish information to the Financial Intelligence Unit (FIU).

3. Definitions

For the purpose of KYC Policy, the following terms shall bear the meaning assigned to them
below:

(i) Benami Transaction: It means a transaction or an arrangement where a property is
transferred to, or is held by, a person and the consideration is paid by another person and
the property is held for the immediate or future benefit, direct or indirect, of the person who
has provided the consideration.

(ii) Beneficial Owner: Means an individual who ultimately owns or controls a client of a
reporting entity and includes a person on whose behalf a transaction is being conducted and
includes a person who exercises ultimate effective control over a juridical person.

(iii) Central KYC Records Registry (CKYCR): Central KYC Registry is a centralized
repository of KYC records of customers in the financial sector with uniform KYC norms and
inter-usability of the KYC records across the sector with an objective to reduce the burden of
producing KYC documents and getting those verified every time when the customer enters
into a new relationship with a financial entity.



(iv) Customer: A person or entity that maintains an account and/or has a business
relationship with, HUDCO
¢ One on whose behalf the account is maintained (i.e., the beneficial owner);
¢ Beneficiaries of transactions conducted by professional intermediaries, such as Stock
Brokers, Chartered Accountants, Solicitors, etc. as permitted under the law, and
e Any person or entity connected with a financial transaction which can pose significant
reputational or other risks to HUDCO.

(v) Equivalent e-document: Means an electronic equivalent of a document, issued by the
issuing authority of such document with its valid digital signature including documents issued
to the digital locker account of the customer as per rule 9 of the Information Technology
(Preservation and Retention of Information by Intermediaries Providing Digital Locker
Facilities) Rules, 2016.

(vi) FATCA: Means Foreign Account Tax Compliance Act of the United States of America
(USA) which, inter alia, requires foreign Financial Institutions to report about financial
accounts held by U.S. taxpayers or foreign entities in which U.S. taxpayers hold a
substantial ownership interest.

(vii) Know Your Client (KYC) Identifier: It means the unique number or code assigned to a
customer by the Central KYC Records Registry.

(viii) KYC Templates: means templates prescribed to facilitate collating and reporting the
KYC data to the CKYCR, for individuals and legal entities.

(ix) Officially valid document: It is defined to mean the Passport, the driving license,
Aadhaar number, poof of possession of Aadhaar number, the Voter’s |dentity Card issued by
the Election Commission of India, job card issued by NREGA duly signed by an officer of the
State Government and letter issued by the National Population Register containing details of
name and address or any other document as may be required by HUDCO.

(x) Person: Has the same meaning assigned in the Prevention of Money Laundering Act
2002 and includes:

a. an individual,

b. a Hindu undivided family,

c. a company,

d. afirm,

e. an association of persons or a body of individuals, whether incorporated or not,

f. every artificial juridical person, not falling within any one of the above persons (a to e),

and any agency, office or branch owned or controlled by any of the above persons(a to f)

(xi) Politically Exposed Person:

Politically exposed persons are individuals who are or have been entrusted with prominent
public functions in a foreign country i.e. Heads of States or of Government, senior politicians,
senior government/judicial/military officers, senior executives of state owned corporation,
important political party officials, etc.

(xii) Suspicious Transaction: means a "transaction" as defined below, whether or not

made in cash, which, to a person acting in good faith:

a. gives rise to a reasonable ground of suspicion that it may involve proceeds of an offence
specified in the Schedule to the Prevention of Money Laundering Act, regardless of the
value involved; or

b. appears to be made in circumstances of unusual or unjustified complexity; or
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c. appears to not have economic rationale or bona-fide purpose; or
d. gives rise to a reasonable ground of suspicion that it may involve financing of the activities
relating to terrorism.

Explanation: Transaction involving financing of the activities relating to terrorism includes
transaction involving funds suspected to be linked or related to, or to be used for terrorism,
terrorist acts or by a terrorist, terrorist organization or those who finance or are attempting to
finance terrorism.

(xiii) Unique Customer Identification Code: Means unique customer-ID allotted to
individual customers while entering into new relationships.

All other expressions unless defined herein shall have the same meaning as have been
assigned to them under Master Direction- Know Your Customer (KYC) Directions, 2016, the
Banking Regulation Act, 1949, the Reserve Bank of India Act, 1935, the Prevention of
Money Laundering Act, 2002, the Prevention of Money Laundering (Maintenance of
Records) Rules, 2005, the Aadhaar (Targeted Delivery of Financial and Other Subsidies,
Benefits and Services) Act, 2016 and regulations made thereunder, any statutory
modification or re-enactment thereto or as used in commercial parlance, as the case may
be.

4. Customer Acceptance Policy (CAP)

As part of customer acceptance policy necessary templates (Forms placed as annexures to
policy document) have been prescribed for different type of customers for collection of
information and other relevant documents.

Information taken from the customer should be in conformity with the guidelines issued and
any other information if required from the customers should be sought separately with
his/her consent.

4.1 The following aspects shall be considered for acceptance of customer:

1) The customer due diligence procedure is to be applied at the Unique Customer
Identification Code (UCIC) level thus if an existing KYC compliant customer of
HUDCO desires to open another account with it, subject to change in KYC
information there shall be no need for a fresh customer due diligence exercise

2) Circumstances in which, a customer is permitted to act on behalf of another
person/entity, are clearly spelt out during the process.

3) No relationship with a customer is established where identity of the customer
matches with any person or entity whose name appears in the sanctions list
circulated by the Reserve Bank of India from time to time.

4) Where Permanent Account Number is obtained, the same shall be verified from the
verification facility of the issuing authority.

5) Where an equivalent e-document is obtained from the customer, then digital
signature shall be verified as per the provisions of the Information Technology Act,
2000 (21 of 2000)

6) Customer shall be classified in the following categories for customer acceptance
policy (CAP). For better understanding few illustrative examples have been
indicated:-






